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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document is a technical report that identifies the MBMS API solutions on the UE for mission critical applications to access MBMS bearer service for the usage of mission critical services. The aspects of the study include identifying functional requirements, methods and message flows, client reference model, potential impacts to MC system architecture, and the review of existing and new MBMS capabilities for use by MC services.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.282: "Mission Critical Data services".

[3]
3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".

[4]
3GPP TS 23.281: "Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2".
[5]
3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2".
[6]
3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2".
[7]
3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".

[8]
3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

[9]
3GPP TS 26.347: "Multimedia Broadcast/Multicast Service (MBMS); Application Programming Interface and URL".

[10]
3GPP TS 29.116: "Representational state transfer over xMB reference point between content provider and BM-SC".

[11]
3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 reference point; Stage 3".
[12]
IETF RFC 3926: "FLUTE - File Delivery over Unidirectional Transport".
[13]
IETF RFC 6363: "Forward Error Correction (FEC) Framework".

[14]
IETF RFC 6681: "Raptor FEC Schemes for FECFRAME".

3
Definitions and abbreviations
3.1
Definitions
MC MBMS API: An application programming interface on the UE to enable the use of MBMS bearer service for mission critical applications. 
MBMS bearer availability: Presence of the TMGI identifying an MBMS bearer within the radio control channels.
MBMS bearer quality monitoring: Continuous evaluation of the reception quality of an MBMS bearer.
3.2
Abbreviations
4
Requirements and reference model
4.1
Functional requirements
Editor's note: functional requirements in this section are derived from key issues or based on existing specifications regarding the use of MBMS for mission critical services.

[MBMSAPI-FR-1] The MC MBMS API shall support registration and de-registration of MC service applications, for the use of MBMS services on the UE.
[MBMSAPI-FR-2] The MC MBMS API shall provide mechanisms to notify the MC applications the multicast location information of the MC service UE.

[MBMSAPI-FR-3] The MC MBMS API shall provides mechanisms for the MC applications to query the multicast location information of the MC service UE.

NOTE:
The multicast location information can be MBMS SAI, ECGI or other information that is decoded from the broadcast information of the local cell (e.g. SIB1 and SIB15) of the MC service UE.
[MBMSAPI-FR-4] The MC MBMS API shall provide mechanisms to notify the MC applications about the MBMS bearer announcement and de-announcement that is sent over MBMS.
[MBMSAPI-FR-5] The MC MBMS API shall support mechanisms for the MC applications to start and stop monitoring the MBMS bearer.
[MBMSAPI-FR-6] The MC MBMS API shall be non-blocking and asynchronous for the MC applications.
Editor's note:
Definition for non-blocking is FFS.

[MBMSAPI-FR-7] The MC MBMS API shall support event notification of MBMS bearer quality detection.

[MBMSAPI-FR-8] The MC MBMS API shall support event notification of MBMS suspension.

[MBMSAPI-FR-9] The MC MBMS API shall support mechanisms for the MC applications to receive the MBMS data from the MC MBMS user agent.

Editor's note:
Differences between monitoring and receiving the MBMS data are FFS.
4.2
Reference model

4.2.1
General
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Figure 4.2.1-1: MC MBMS API reference model
Editor's note:
The relationship of the entities in the reference model to the existing UE entities described in 3GPP TS 23.280, 3GPP TS 23.379, 3GPP TS 23.281 and 3GPP TS 23.282 are FFS.

4.2.2
MC application

The MC application invokes the MC MBMS API to access and manage the MBMS bearers to support MC services.
The MC application supports the following functions:

· Registration and deregistration to the MC MBMS user agent;
· Reception of application level control signalling messages;

· Activation and termination of MBMS bearer quality monitoring;

· Obtaining MBMS bearer availability through the MC MBMS API;

· Obtaining MBMS bearer suspension status through the MC MBMS API;

· Determination of resumption of suspended MBMS bearer;

· Reception of media with or without FEC encoding and media with or without ROHC compression from the MC MBMS user agent;

· Obtaining location information for MBMS usage through the MC MBMS API; and
· Configuration of the MC MBMS user agent.
4.2.3
MC MBMS user agent

The MC MBMS user agent may provide MBMS media with FEC and ROHC to the MC application.

One or more MC application(s) connect to the MC MBMS user agent through the MC MBMS API. Each MC application uses its own instance of the MC MBMS API.
Editors Note:
The description of the MC MBMS API instance for each MC application and how the API instances are captured in the reference model diagram are FFS.
The MC MBMS user agent supports the following functions:

· Detection of location information for MBMS usage;

· Detection of MBMS bearer availability;

· Report of MBMS bearer quality to the MC application;

· Reception of MBMS data from a lower layer of the UE;

· Detection of suspension of MBMS bearer; and
· Delivery of media with or without FEC encoding and media with or without ROHC compression to the MC application.
4.3
Deployment considerations
5
Key issues and gaps
Editor's note:
sections under this clause may be further developed.
5.1
Announcement handling 
The announcement of MBMS bearers for mission critical services may be done on a unicast bearer and/or on an MBMS bearer (3GPP TS 23.280 [3]). It should be studied how the MC MBMS API can be made to support the reception of the announcement and de-announcement over MBMS.

5.2
ROHC and FEC handling 
When ROHC is applied on a media delivered over MBMS, header decompression is currently performed by the MC service client (see 3GPP TS 23.280 [3], subclause 10.7.3.12).

When application layer FEC is used as protection against the packet losses, the MC service client is currently in charge of FEC decoding.

The FEC and ROHC capability can be supported by either the MC application, or the MC MBMS user agent, or can be supported by both.
Both header decompression and FEC decoding are specific functions to MBMS delivery, to optimize of the MBMS channel usage. It should be studied how the MC MBMS API can be made to support these functions.

5.3
Feedback on MBMS reception 
3GPP TS 23.280 [3] introduces three procedures where the MC service client provides feedback related to the availability and quality of MBMS bearers:
a)
MBMS bearer quality detection (subclause 10.7.3.6);

b)
MBMS suspension notification (subclause 10.7.3.8); and
c)
switching from MBMS bearer to unicast bearer (subclause 10.7.3.3).

These procedures rely on a MC service client ability to detect availability of the MBMS bearer and evaluate the reception quality. It should be studied how the MC MBMS API can be made to support this ability.
5.4
API for file distribution over MBMS
MCData file distribution capability can deliver files over MBMS through the MCData-FD-3 reference point with the procedure "group standalone file distribution using media plane" (3GPP TS 23.282 [5]).

Implementing a file distribution capability over a unidirectional channel such as MBMS covers: 

1)
An unidirectional file delivery protocol.

2)
A file repair procedure, to achieve efficiently the service reliability.

3)
A reception report procedure, to acknowledge the reception, as required in [R-5.3.2-006] (3GPP TS 22.282 [2]).
4)
Possibly application layer FEC.
5)
Possibly the announcement of the delivery schedule.
Each of these points is specific to the delivery over MBMS. It should be studied how the MC MBMS API can be made to support them.
5.5
Registration

Registration and de-registration is required to perform initialization and termination operations for using the MC MBMS API. The purpose of registration is to allow access of MBMS service on the UE for MC applications. This registration also uniquely identifies each MC application that can access MBMS service on the UE. De-registration is used to stop access of MBMS service on the UE for MC applications.

Further study is required to address the above key issue.
5.6
MBMS monitoring
There may be time span between an MBMS bearer to be announced and mapped with a group. The UE should be able to monitor the MBMS bearer quality even while no data is being received on the bearer. Further study is needed to address the issue.
5.7
Location information

For MBMS usage, the MC service server needs to know the location (e.g. SAI, ECGI) of the UE. Such location information is acquired by the MC service UE and reported to the MC service client.
It should be studied how the MC MBMS API can support the delivery of the location information to the MC application.
6
Use cases

6.x
<Use case>
6.x.1
General description
6.x.2
Typical flows
6.1
MBMS bearer quality monitoring and data reception
6.1.1
General description
This use case depicts the API interactions that can be applied with MBMS usage of MBMS bearer announcement, MBMS bearer establishment and application level control signalling over MBMS defined in 3GPP TS 23.280 [3]. Relevant key issues includes MBMS bearer quality monitoring.
6.1.2
Typical flows
Figure 6.1.2-1 demonstrates the typical flow for the use case of MBMS monitoring and data reception.
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Figure 6.1.2-1: Typical flow for MBMS bearer quality monitoring and data reception
1.
The MBMS bearer(s) has been activated and announced by the MC service server as defined in 3GPP TS 23.280 [3].

2.
API call is triggered to the MC MBMS user agent to check MBMS bearer availability and to initiate MBMS bearer quality monitoring.

3.
The MC service client sends MBMS listening status report to the MC service server. 
4.
API call is triggered to the MC MBMS user agent to start reception of application level control signalling over MBMS bearer.5.
The MC service server sends MapGroupToBearer message to the MC service client.
6.
API call is triggered to the MC MBMS user agent to start reception of MC media over an MBMS bearer. 

NOTE:
The API calls in step 4 and step 6 could be of the same type, but with parameters to request different user plane media of the MBMS bearer.
7.
The MC application begin receiving multicast media from the MC MBMS client through the MC MBMS API.

Editor's note:
Clarification regarding entities (MC application and MC service client) in the diagram needs to be further addressed along with the editor's note for MC MBMS API reference model under subclause 4.2.1.
Editor's note:
Parameters carried in the API messages are FFS.
6.2
Location information
6.2.1
General description
This use case depicts the API interactions of MC application obtaining the location information for MBMS usage. This use case can be applied with MBMS bearer establishement (including pre-established and dynamic MBMS bearer establishment) defined in 3GPP TS 23.280 [3].
6.2.2
Typical flows
Figure 6.2.2-1 demonstrates the typical flow for the use case of location information. In this typical flow the UE's location information is obtained by the MC application though the API call, and reported to the MC service server by mechanisms defined in 3GPP TS 23.280 [3]. The MC service server may make use of this location information to make decisions for, for example MBMS bearer establishment, or switching between MBMS delivery and unicast delivery.

Pre-conditions:

· The MC application has registered to the MC MBMS user agent.
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Figure 6.2.2-1: Typical flow for location information

1.
The MC application obtains the location information of the MC service UE through the MC MBMS API.
2.
The location information is reported to the MC service server based on mechanisms defined in 3GPP TS 23.280 [3].

NOTE:
For simplicity of presentation, the entities relevant to location management are not shown in this flow diagram.
7
Solutions

7.x
<API name>

7.x.1
General

Editor's note:
This subclause provides general description of the API function and the mapping with key issues and use cases. 
7.x.2
Procedures
Editor's note:
This subclause contains the descriptions for pre-conditions that are ensured before the API is invoked and the post-conditions that are ensured by the behavior of the API operation.
7.x.2.1
<Procedure 1>
Figure 7.x.2.1-1 below illustrates the…
Pre-conditions:

1.


2.


Post-conditions:

1.


2.


7.x.3
Information flows

7.x.3.1
<Information flow 1>
Table 7.x.3.1-1 describes the...

Table 7.x.3.1-1: 
	Information element
	Status
	Description

	
	
	

	
	
	


7.x.4
Evaluation

7.1
Registration and deregistration API
7.1.1
General

This solution covers key issue 5.5 – Registration. The purpose of application registration is, in particular, to provide to the MC MBMS user agent the call back listeners to receive asynchronous notifications on relevant events.
7.1.2
Procedures
7.1.2.1
Application registration
This procedure allows the MC application to register with the MC MBMS user agent to consume MC services delivers over MBMS. It has two purposes:
1.
It identifies the MC application registering with the MC MBMS user agent.
2.
It allows the MC application to identify its callback listeners for the MC MBMS user agent to provide asynchronous notifications on relevant events.
NOTE:
Since some application development frameworks do not support callback functions, an MC application for these frameworks will not provide callback listeners in this procedure. Instead, the MC application will implement the necessary approach available on these frameworks to receive event notifications from the MC MBMS user agent in place of callback functions. The notifications implemented on these frameworks will include the same information content.
Pre-conditions:
1.
The MC application has discovered the availability of the MC MBMS API.
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Figure 7.1.2.1-1: Application registration procedure
1.
MC application registers to the MC MBMS user agent with the application registration request.
2.
MC MBMS user agent registers the application
3.
Registration result is notified to the MC application.
Post-conditions:
1.
If registration is successful, the MC application can proceed with other MC MBMS API interactions with the MC MBMS user agent.
7.1.2.2
Application deregistration
API usage is illustrated in the registration / deregistration procedure:

Pre-conditions:
1.
The MC application is registered towards the MC MBMS user agent.


[image: image7.emf]MC application MC MBMS user agent

1. Application deregistration request 

2. Deregistration


Figure 7.1.2.2-1: Application deregistration procedure
1.
The MC application deregisters. No additional notification from the MC MBMS user agent is expected by the MC application.
2.
The MC MBMS user agent interrupts all operations previously requested by the MC application (e.g. MBMS bearer monitoring or consumption) and deletes any parameters and/or internal state associated to this application.
Post-conditions:
1.
The MC application and can no more proceed any API interactions with the MC MBMS user agent till a new execution of the application registration procedure.
7.1.3
Information flows
7.1.3.1
Application registration request
Table 7.1.3.1-1 describes the information flow for the application registration request.
Table 7.1.3.1-1: Application registration request

	Information element
	Status
	Description

	Application ID
	M
	Provides a unique ID for the application registering with the MC MBMS user agent. 

	Group communication callback
	O (NOTE)
	Provides the call back listener.

	Application specific context
	O
	Enables the MC MBMS user agent to distinguish different applications.

	NOTE:
The callback element is optional and only included when the application development framework supports programmatic callback interfaces. If callbacks are not supported on a given application development framework, the same information content as defined on the callback structures is to be provided to the application via the notification callback available with that development framework when the respective condition is met.


Editor's note:
The use of application specific context is FFS.
Editor's note:
Need of additional IEs for configuration is FFS.
7.1.3.2
Application registration response
Table 7.1.3.2-1 describes the information flow for the application registration response.

Table 7.1.3.2-1: Application registration response
	Information element
	Status
	Description

	Response code
	M
	Provides the result of the registration request: success, failure or missing parameters.

	Message
	O
	Provides an associated text description of the error message, if registration failed


7.1.3.3
Application deregistration request

There are no information elements within the application deregistration request.
7.1.4
Evaluation
This solution introduces a simple and non blocking API for registration and deregistration. It follows the general principles of the MBMS-API: registration of the application, usage of callbacks for notifications if possible with the application development framework.

7.2
MBMS bearer registration and notification API
7.2.1
General

This solution covers key issue 5.3 about feedback on MBMS reception.
It introduces a set of procedures within the MC MBMS API, to exchange information about the announced MBMS bearers for which availability has to be checked and quality has to be monitored. It also introduced an associated set of notification procedures.

This solution assumes that a notification mechanism has been initialized during the application registration (key issue 5.5).

7.2.2
Procedures

7.2.2.1
MC MBMS bearer registration

This procedure allows the MC application to inform the MC MBMS user agent about an MBMS bearer announced to the MC application. 

Pre-conditions:

1.
The MC application is registered towards the MC MBMS user agent.

2.
An MC MBMS bearer has been announced to the MC application by the MC service server.
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Figure 7.2.2.1-1: MC MBMS bearer registration procedure
1.
The MC application registers a newly announced MBMS bearer to the MC MBMS user agent. The MC application informs the MC MBMS user agent if reception quality evaluation is expected from the MC MBMS user agent.
2.
The MC MBMS user agent registers the new MBMS bearer.

Note:
If the MBMS bearer is announced with a list of alternative TMGIs, the MC application can register the MBMS bearer several times, for each distinct TMGI.

3.
The MC MBMS user agent notifies the MC application about the registration result.

Post-conditions:

1.
If registration is successful, the MC MBMS user agent checks the MBMS bearer presence and execute MC MBMS bearer availability procedure or MC MBMS bearer unavailability procedure.

7.2.2.2
MC MBMS bearer deregistration

This procedure allows the MC application to deregister a MBMS bearer with the MC MBMS user agent. The MC application can execute this procedure when this MBMS bearer has been de-announced.

Pre-conditions:

1.
The MC application is registered towards the MC MBMS user agent.

2.
An MBMS bearer has been announced to the MC application and registered within the MC MBMS user agent.

3.
The MBMS bearer is de-announced by the MC service server towards the MC application.
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Figure 7.2.2.2-1: MC MBMS deregistration procedure
1.
The MC application deregisters the MBMS bearer with the MC MBMS user agent. No additional notification from the MC MBMS user agent is expected by the MC application related to this MBMS bearer.
2.
The MC MBMS user agent interrupts all operations previously requested by the MC application for this MBMS bearer (e.g. MBMS bearer availability checking, MBMS bearer quality monitoring or consumption) and deletes any parameters and/or internal state associated to this MBMS bearer.

3.
The MC MBMS user agent notifies the MC application about the deregistration result.

Post-conditions:

1.
The MC application and can no more proceed any API interactions with the MC MBMS user agent related to this MBMS bearer, e.g. API interactions for media consumption.
7.2.2.3
MC MBMS bearer availability

This procedure allows the MC MBMS user agent to notify the MBMS application that a registered MBMS bearer is available within the UE location.

Pre-conditions:

1.
The MC application is registered towards the MC MBMS user agent.

2.
An MBMS bearer has been announced to the MC application.

3.
The MC application has registered this MBMS bearer within the MC MBMS user agent

4.
No MBMS bearer availability notification has been sent since the MBMS bearer registration, or a MBMS bearer unavailability notification has been sent.
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Figure 7.2.2.3-1: MC MBMS bearer availability procedure
1.
The MC MBMS user agent continuously checks if the MBMS bearer is available at the UE location.

2.
If the MBMS bearer is available, the MC MBMS user agent sends a MC MBMS bearer availability notification.

Post-conditions:

1.
The MC MBMS user agent executes the MC MBMS bearer unavailability procedure, i.e. will send a notification if the TMGI is not more present within MCCH or SC-MCCH or indicated as suspended by the MSI.
2.
If MBMS bearer quality evaluation is required by the MC application, as asked during the MBMS registration procedure, the MC MBMS user agent executes the MC MBMS bearer evaluation procedure.
7.2.2.4
MC MBMS bearer unavailability

This procedure allows the MC MBMS user agent to notify the MBMS application that a registered MBMS bearer is available within the UE location.

Pre-conditions:

1.
The MC application is registered towards the MC MBMS user agent.

2.
An MBMS bearer has been announced to the MC application.

3.
The MC application has registered this MBMS bearer within the MC MBMS user agent

4.
No MBMS bearer unavailability notification has been sent since the MBMS bearer registration, or a MBMS bearer availability notification has been sent.
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Figure 7.2.2.4-1: MC MBMS bearer unavailability procedure
1.
The MC MBMS user agent continuously checks if the MBMS bearer is available within the UE location, i.e. its TMGI (or one of the alternative TMGI) is listed within MCCH or SC-MCCH.

2.
If the MBMS bearer is unavailable, the MC MBMS user agent sends a MC MBMS bearer unavailability notification.

Post-conditions:

1.
The MC MBMS user agent executes the MC MBMS bearer availability procedure, i.e. will send a notification if the TMGI (or one of the alternative TMGI) becomes present within MCCH or SC-MCCH.
2.
The MBMS bearer quality evaluation procedure, if currently executed, is interrupted.
7.2.2.5
MC MBMS bearer quality evaluation

This procedure allows the MC MBMS user agent to notify the MBMS application if quality of reception for a MBMS bearer is evaluated good enough for MC service media consumption.

Pre-conditions:

1.
The MC application is registered towards the MC MBMS user agent.

2.
An MBMS bearer has been announced to the MC application by the MC service server.

3.
The MC application has registered this MBMS bearer within the MC MBMS user agent and required quality evaluation.

4.
The MBMS bearer is available at the UE location.
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Figure 7.2.2.5-1: MC MBMS bearer quality evaluation procedure
1.
The MC MBMS user agent continuously evaluates reception for the MBMS bearer.

2.
When reception quality evaluation is done and
-
no notification for the reception quality evaluation has been done since the last MC MBMS bearer availability notification for this given MBMS bearer; or
-
the reception quality evaluation is different to the last reception quality evaluation notification,
then, the MC MBMS user agent notifies the MC application if the reception quality evaluation is good or bad.

Note:
The need for a hysteresis within the MC MBMS user agent, to avoid sending too frequent reception quality evaluation notifications is left to implementation.

Post-conditions:

1.
The MC MBMS user agent keeps executing the MC MBMS bearer quality evaluation procedure.
7.2.3
Information flows
7.2.3.1
MC MBMS bearer registration request
Table 7.2.3.1-1 describes the information flow for the MC MBMS bearer registration request.
Table 7.2.3.1-1: MC MBMS bearer registration request
	Information element
	Status
	Description

	TMGI
	M
	TMGI information

	List of service area identifier
	M
	A list of service area identifier for the applicable MBMS broadcast area

	Frequency
	O
	Identification of frequency if multi carrier support is provided

	Monitoring reception quality 
	O
	This boolean is used to control if the MC MBMS user agent is actively monitoring the MBMS bearer quality or not

	QCI
	O
	Quality class identifier (NOTE)

	NOTE:
The QCI provides an identifier about the tolerance to loss for the services to be delivered within the MBMS bearer and is used by the MC MBMS user agent to determine if the reception quality is good enough. This IE is included in the information flow if Monitoring reception quality is set to true.


Editor's note:
Whether FEC and ROHC information are provided within this flow for later usage is FFS.
7.2.3.2
MC MBMS bearer registration response

Table 7.2.3.2-1 describes the information flow for the MC MBMS bearer registration response.

Table 7.2.3.2-1: MC MBMS bearer registration response
	Information element
	Status
	Description

	TMGI
	M
	TMGI information

	Response code
	M
	Provides the result of the registration request: success, failure or missing parameters

	Message
	O
	Additional details


7.2.3.3
MC MBMS bearer deregistration request
Table 7.2.3.3-1 describes the information flow for the MC MBMS bearer deregistration request.
Table 7.2.3.3-1: MC MBMS bearer deregistration request
	Information element
	Status
	Description

	TMGI
	M
	TMGI information


7.2.3.4
MC MBMS bearer deregistration response

Table 7.2.3.4-1 describes the information flow for the MC MBMS bearer deregistration response.
Table 7.2.3.4-1: MC MBMS bearer deregistration response
	Information element
	Status
	Description

	Response code
	M
	Provides the result of the deregistration request: success, failure or missing parameters

	Message
	O
	Additional details


7.2.3.5
MC MBMS bearer event notification
Table 7.2.3.5-1 describes the information flow for the MC MBMS bearer event notification. This information flow is used for notification about MBMS bearer availability, unavailability and quality evaluation.
Table 7.2.3.5-1: MC MBMS bearer event notification

	Information element
	Status
	Description

	TMGI
	M
	TMGI information 

	Event code
	M
	Code providing the nature of the event

	Message
	O
	Additional details


7.2.4
Evaluation
This solution introduces a simple API to facilitate implementation of MBMS procedures from 3GPP TS 23.280 [3]: MBMS bearer quality detection, MBMS suspension notification, switching from MBMS bearer to unicast bearer. Complexity of the MBMS bearer quality evaluation is delegated to the MC MBMS user agent.

7.3
API for media reception
7.3.1
General

This solution covers key issue 5.2 ROHC and FEC handling.

This solution pre-requires that the list of announced MBMS bearers is maintained internally by the MC MBMS user agent, including MBMS SAI and frequencies information, and that a notification mechanism has been initialized during the application registration (key issue 5.5).

It introduces a set of procedures within the MC MBMS API to start/stop reception of a given media delivered within MBMS. This media can be: the application level control signalling, or the media stream of a group communication.

Editor's note: A procedure to notify the MC application about media reception errors is FFS. 
In this solution, header decompression and FEC decoding can be performed by the MC MBMS user agent or by the MC application. 

The solution proposes two methods to return the media from the MC MBMS user agent to the MC application: by providing them on a UE network interface or by returning them with a callback mechanism.

7.3.2
Procedures

7.3.2.1
Open media

This procedure allows the consumption of a media delivered over MBMS

Pre-conditions:

1.
The MC application is registered towards the MC MBMS user agent

2.
A MBMS bearer has been announced to the MC application through the MBMS procedures specified in 3GPP TS 23.280 [3] and registered toward the MC MBMS user agent.

3.
This MBMS bearer is available within the UE location (i.e. present within the MCCH or SC-MCCH).

4.
The MC application has received a MapGroupToBearer message (see 3GPP TS 23.379 [6], table 10.10.1.1-1 for MCPTT and 3GPP TS 23.281 [4], table 7.10.1.2-1 for MCVideo), indicating a group communication delivered over this MBMS bearer, orthe announced MBMS bearer delivered the application level control signalling.
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Figure 7.3.2.1-1: Open media procedure
1.
The MC application asks to access to the communication with the open media request, by indicating the TMGI of the MBMS bearer and a list of media description information. If the MC application requests FEC decoding and/or header decompression, relevant FEC and ROHC information are included within the open media request;
2.
The MC MBMS user agent checks that the MBMS bearer is available. If the modem is not already receiving this bearer, the MC MBMS user agent asks the modem to start the reception of this given MBMS bearer. 

3.
When the media is available, the MC MBMS user agent sends an open media response to the MC application, including a description of the required media (after FEC decoding). If packets are returned to the MC application through a local network interface, this network interface name is included in the response. 

4.
The MC MBMS user agent decompresses headers of the required media if requested in step 1, performs the FEC decoding if requested in step 1, and makes the media streams available to the MC application according to the configured method for returning media with a help of a local network interface, or by returning them by a callback mechanism.
Editor's note:
How the method for returning media is configured is FFS.

Editor's note:
The specification of the callback mechanism, returning the received packets to the MC application is FFS. 

Post-conditions:

1.
The MC application can consume the required media, until interruption if the MBMS bearer becomes unavailable (in that case, the MC MBMS user agent is expected to send an MC MBMS bearer unavailability notification), or until it closes the media with the close media procedure.

7.3.2.2
Close media
This procedure allows to stop the consumption of a media delivered over MBMS.
Pre-conditions:

1.
The MC application is consuming a media, after having call the open media procedure.

2.
The MC application has received a UnMapGroupToBearer message (see 3GPP TS 23.379 [6], table 10.10.1.2 -1 for MCPTT and 3GPP TS 23.281 [4], table 7.10.1.3-1 for MCVideo), indicating the end of a group communication delivered over this MBMS bearer, orthe reception quality is too bad (which can be notified by the MC MBMS user agent), and the MC application wants to switch to unicast (see procedure in clause 10.7.3.3 of 3GPP TS 23.280 [3]orsome reception/FEC decoding/header decompression errors have been notified to the MC application by the MC MBMS user agent.
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Figure 7.3.2.2-1: Close media procedure
1.
The MC application asks the MC MBMS user agent to stop the reception of media streams with the close media request.
2.
The MC MBMS user agent stops the possible header decompression and FEC decoding.
3.
The MC MBMS user agent notifies the MC application that the media has been closed.
Post-conditions:

1.
The closed media streams are no more available to the MC application.

2.
If no other media from this MBMS bearer are opened, the MC MBMS user agent can end the reception of this MBMS bearer.

7.3.3
Information flows

7.3.3.1
Open media request

Table 7.3.3.1-1 describes the information flow for the open media request.
Table 7.3.3.1-1: Open media request
	Information element
	Status
	Description

	TMGI
	M
	TMGI information of the announced MBMS bearer

	Media description
	O
	Describes the multicast IP adresses and ports of the requested media. (e.g. the MBMS subchannel). 

	FEC information
	O
	FEC information if the MC application requests the MC MBMS user agent to perform the FEC decoding.

	ROHC information
	O
	ROHC information for the requested media. Indicates if header decompression by the MC MBMS user agent is requested.


7.3.3.2
Open media response

Table 7.3.3.2-1 describes the information flow for the open media response.
Table 7.3.3.2-1: Open media response
	Information element
	Status
	Description

	Media identifier
	M
	Identifier from the open media request

	Response code
	M
	Indicates if the open media request was successful, otherwise an error code

	Message
	O
	Additional details

	Media description 
	O
	Description of opened media, including the multicast IP address and port of the media, after FEC decoding. 

	Network interface
	O
	The network interface where the given media can be consumed by the MC application, if packet are forwarded to the MC application over a UE network interface according the configured method for media reception


7.3.3.3
Close media request

Table 7.3.3.3-1 describes the information flow for the close media request.
Table 7.3.3.3-1: Close media request

	Information element
	Status
	Description

	Media identifier
	M
	Identifier from the open media request


7.3.3.4
Close media response

Table 7.3.3.4-1 describes the information flow for the close media response.
Table 7.3.3.4-1: Close media response

	Information element
	Status
	Description

	Media identifier
	M
	Identifier from the open media request

	Response code
	M
	Indicates if the close media request was successful, otherwise an error code

	Message
	O
	Additional details.


7.3.4
Evaluation

This solution defines a simple API for media reception over MBMS. It allows FEC and ROHC to be performed either in the MC MBMS user agent or in the MC application. It allows two methods for returning media to the MC application, defined by configuration. 
7.4
Location information API
7.4.1
General

This solution covers the requirements [MBMSAPI-FR-2] and [MBMSAPI-FR-3].
7.4.2
Procedures
7.4.2.1
Get SAI
Figure 7.4.2.1-1 illustrates the procedure of get SAI information by which the MC application queries the current SAI(s) that the MC service UE is located.
Pre-conditions:

1.
The MC application has registered towards the MC MBMS user agent.
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Figure 7.4.2.1-1: Get SAI procedure
1.
The MC application queries the SAI information from the MC MBMS user agent.

2.
The MC MBMS user agent responds with the SAI(s) of which the UE is currently located.

Post-conditions:

1.
The MC application is able to report the SAI information.

7.4.2.2
SAI update notification
Figure 7.4.2.2-1 illustrates the procedure of SAI update notification by which the MC application is notified about the changed SAIs upon the occurrence that the MC service UE is moving to new MBMS service area. The subscription for SAI update notification is performed with the registration of the MC application.
Pre-conditions:

1.
The MC application has registered towards the MC MBMS user agent.
2.
The SAI(s) where the MC service UE is located has changed when the UE is moving.
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Figure 7.4.2.2-1: SAI update notification procedure
1.
The MC MBMS user agent detects the SAI(s) of which the MC service UE resides on has changed.

2.
The MC MBMS user agent notifies the MC application about the updated SAI information.

Post-conditions:

1.
The MC application is able to report the SAI information.
7.4.3
Information flows

7.4.3.1
Get SAI response
Table 7.4.3.1-1 describes the information flow for the get SAI response.
Table 7.4.3.1-1: Get SAI response
	Information element
	Status
	Description

	SAIs
	M
	A list of SAIs that are available where the MC service UE is currently located

	Result
	M
	Result of the API call (success or failure)


7.4.3.2
SAI update notification
Table 7.4.3.2-1 describes the information flow for the SAI update notification.
Table 7.4.3.2-1: SAI update notification
	Information element
	Status
	Description

	SAIs
	M
	A list of SAIs that are available where the MC service UE is currently located


7.4.4
Evaluation
Editor's note: Evaluation of this API solution is FFS.
8
Conclusions and recommendations

Annex A:
Analysis of capabilities provided by the MBMS user service architecture

A.1
General

xMB (3GPP TS 29.116 [10]) and MBMS-API (3GPP TS 26.347 [9]) are interfaces allowing provisioning, ingestion and consumption of MBMS user services. The MBMS user service architecture is based on an MBMS client on the UE side and a BM-SC on the network side.
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Figure A.1-1: End-to-end architecture for application service providers using eMBMS for delivery (source 3GPP TS 26.347 [9], figure 4.1-1)
MBMS user services make use of MBMS delivery methods, providing functionality such as security and key distribution, reliability control by means of forward-error-correction techniques and associated delivery procedures such as file-repair, delivery verification. Four delivery methods are defined, namely download, streaming, transparent and group communication.
The group communication delivery method is not addressed by xMB and MBMS-API, and corresponds to the transparent delivery of data transferred by a GCS-AS. 
As mentioned in 3GPP TS 26.347 [9]:
	The BM-SC and UE may exchange service and content related information either over point-to-point bearers or MBMS bearers whichever is suitable. Among others, the following MBMS procedures are defined in 3GPP TS 26.346 [5]:

-
User Service Discovery / Announcement providing service description material to be presented to the end-user as well as application parameters used in providing service content to the end-user.

-
MBMS-based delivery of data/content from the BM-SC to the UE over IP multicast or over IP unicast.

-
Associated Delivery functions are invoked by the UE in relation to the MBMS data transmission. The following associated delivery functions are available:

-
File repair for download delivery method used to complement missing data.


A.2
Announcement / User service discovery

The list of available MBMS user services and user service bundles, along with information on the user services is announced to the UE by the BM-SC with the user service announcement. This announcement contains a list of metadata fragments providing information about, in particular: the TMGI, the MBMS service areas and frequencies where services are delivered, the delivery schedules, the forward error correction, instructions for associated unicast delivery procedures (file repair, reception report, consumption report), the media and session descriptions.

3GPP TS 26.346 [8] specified several alternative methods to deliver the announcement: in particular, over a MBMS bearer, with the MBMS download delivery method or over HTTP.
A.3
MBMS delivery methods

A.3.1
MBMS streaming delivery method

The purpose of the MBMS streaming delivery method is to deliver (non-mission critical) continuous multimedia data. The delivery protocol is RTP/SRTP. Streams can be protected by forward error correction with the use of Raptor scheme as defined in IETF RFC 6681 [14] for FECFRAME as defined in IETF RFC 6363 [13].

The MBMS client can be required by the announcement to perform measurements for a set of QoE metrics and report them with the reception report procedure.

Table A.3.1-1: QoE metric list (source 3GPP TS 26.347 [9], table 8.4.2)

	QoE Metric
	Streaming delivery method
	Download delivery method
	Metric type

	Corruption duration metric
	✓
	
	Media

	Rebuffering duration metric
	✓
	
	Session

	Initial buffering duration metric
	✓
	
	Session

	Successive loss of RTP packets
	✓
	
	Media

	Frame rate deviation
	✓
	
	Media

	Jitter duration
	✓
	
	Media

	Content access/Switch time
	✓
	
	Session

	Network resource
	✓
	✓
	Session

	Average codec bitrate
	✓
	
	Media

	Codec information
	✓
	
	Media

	Loss of objects
	
	✓
	Session

	Distribution of symbol count underrun for failed blocks
	
	✓
	Session


A.3.2
MBMS download delivery method

MBMS download delivery method uses the FLUTE protocol (IETF RFC 3926 [12]) when delivering content over MBMS bearers. 
The purpose of this method is to deliver content in files. In the context of MBMS download, a file contains any type of MBMS data (e.g. 3GPP file (audio/video), binary data, still images, text, service announcement metadata). It can not only be used for non real time content, but also for real time content: the method can be used to delivered DASH or HLS services, by transporting their successive segments over FLUTE.

The MBMS download delivery method relies on FEC using the raptor10 scheme as defined in IETF RFC 6681 [14].
To achieve the file distribution for the small UE proportion for which the losses were too important to recover the file with FEC alone, 3GPP TS 26.346 [8] specifies the file repair procedure, allowing to repair lost or corrupted file fragments after the end of the MBMS delivery. To protect network resources, the file repair request load is to spread in time and across multiple servers.
The MBMS client can be required by the announcement to acknowledge file reception to the BM-SC, through the reception report procedure.

A.3.3
Transparent mode (transport only)

From subclause 8B.1 specified in 3GPP TS 26.346 [8]:
	The MBMS transparent delivery method delivers application data units as part of UDP or IP flows over an MBMS bearer to the UE. This delivery method complements the download delivery method and streaming delivery method and is particularly useful for multicast and broadcast of IP-based services for which the media codecs and application protocols are defined outside of this specification. 

The BM-SC receives Application Data Units (ADUs) from the content provider, typically provided as UDP/IP packets and forwards them to the destination multicast IP address and port number. Both IPv4 and IPv6 may be used by the transparent delivery method. 

Transparent delivery methods may be used within MBMS User Services, where the session description is delivered as a fragment of a User Service Description, or they may be used independently, where the content provider will announce the session via external means.

An MBMS Transparent session may be operated in a forward-only or in a proxy mode. In the forward-only mode, the transport protocol on top of IP is opaque to the MBMS system and the session announcement is expected to be handled by the content provider itself. In the proxy mode, the UDP packet payload of the UDP streams is opaque to the MBMS session and an MBMS Client is expected to make the UDP Payloads available to an application, without further knowledge on the content.


When the Proxy mode is used, the BM-SC shall act as the source for the multicast traffic. The SDP for the transparent delivery method shall be created by the BM-SC and provided within the announcement.

Similar to the group communication delivery method (provisioned by MB2-U, according to the GCSE architecture), the transparent delivery method (xMB-U) enables delivery of IP flows. However, additional processing may be necessary for the IP frames sent over xMB-U to create equivalence between the two methods (see subclause A.7.1).
A.4
xMB API

The xMB API is a RESTful API that allows content providers to provision broadcast services over 3GPP networks and subsequent ingestion of service content for distribution using eMBMS.

From subclause 6.1 specified in 3GPP TS 29.116 [10]:
	The xMB-U user plane procedures cover the transmission of service data between the Content Provider to the BM-SC. Only authorized and authenticated Content Provider sources shall be able to provide user plane data over xMB-U to the BM-SC. The following data transfer modes are supported:

- File Push: the Content Provider uploads or transmits files to the BM-SC either as soon as they become available, or in advance.

- File Pull: the Content Provider makes files available prior to the session start and at least during the lifetime of a session. The BM-SC will retrieve the files when it needs to deliver them.

- RTP Streaming: the BM-SC establishes an RTSP session to the Content Provider and starts the streaming session to relay media streams.

- Transport: the BM-SC listens on one IP address and one port number to receive UDP packets. 


A.5
MBMS API

3GPP TS 26.347 [9] defines a set of service APIs (MBMS-APIs) for MBMS services making uses of the MBMS delivery methods with the exception of the MBMS group communication delivery method. These interfaces are described with the help of IDL (Interface Definition Language). It also defines a set of interface options between the MBMS client and the application to support the transfer of user data. The programmatic library communication with the MBMS client is implementation-specific.
For each delivery method, 3GPP TS 26.347 [9] specifies a separate set of functions/notifications/internal states. The MBMS client can be used by multiple applications and must maintain multiple state machines, one per application.

The API is asynchronous, in particular for functions to open/close MBMS services.

When the RTP streams delivered by the MBMS streaming delivery method are protected with FEC, 3GPP TS 26.347 [9] recommends that: 

-
the MBMS client performs FEC decoding as defined in subclause 8.2.2.11 of 3GPP TS 26.346 [8]; and
-
the MBMS provides to the application: a SDP that describes the decoded packet stream, the network interface from which the data stream can be received.
Received packets over MBMS for the transparent delivery method are also made available through a network interface as described for packet data interface in subclause 7.6 of 3GPP TS 26.347 [9].

A.6
GCSE architecture

GCSE architecture and MB2 interface are specified in 3GPP TS 23.468 [7] and 3GPP TS 29.468 [11]. Their usage for MC services is specified in 3GPP TS 23.280 [3]. GCSE architecture is distinct from the MBMS user service architecture. 

Over MB2-U, GCS user plane data, encapsulated in UDP and IP, are transparently transported between the GCS AS (such as an MCPTT server) and the application client at the UE. The BM-SC forwards these protocol layers transparently.
A.7
Gap analysis

A.7.1
xMB

A.7.1.1
Usage of pre-established bearer

xMB does not allow the usage of pre-established bearers. When activating an MBMS bearer with a session creation request (see subclause 5.2.2.2.2 in 3GPP TS 29.116 [10]) for a RTP streaming service or a transport-only service (MBMS transparent delivery method), the content provider includes a SDP of the media streams to be ingested by the BM-SC and forwarded over MBMS. 

While MB2-U is a tunnel where any type of packets can be transparently pushed, xMB requires that the list of media UDP flows is known in advanced, which is not the case for MCPTT.

A.7.1.2
Geographical area
When activating a MBMS Bearer over xMB, the content provider includes a target geographical area within the session creation request (see subclause 5.2.2.2.2 in 3GPP TS 29.116 [10]). The geographical Area contains a list of strings. The content of each string item is left to the business agreement between the content provider and the operator. The BM-SC derives the target MBMS services area and/or cell-id from the geographical area. For mission critical services, the geographical area syntax and semantic would need to be more specified so that the GCS-AS can control exactly the coverage of its MBMS bearers.

A.7.1.3
QoS
With MB2-C, QoS parameters (QCI, ARP) are provided by the GCS-AS. With xMB, QoS parameters are statically defined by a SLA between the operator and the content provider. Specific rules, or extensions, to xMB have to be added so that the content provider can set exactly the QoS parameters for the considered MC service. 
A.7.1.4
Header compression

xMB-U is not a tunnel and can only ingest UDP packets. Consequently, no header compressed packets can be ingested over xMB. In addition, no header compression instruction is provided over xMB-C: the BM-SC would not apply ROHC either. 
Editor's note:
This gap will be updated according to the outcomes of the SA4 FRASE work item.
A.7.1.5
FEC

In 3GPP TS 23.280 [3], the GCS-AS can ask the BM-SC to apply AL-FEC over the ingested streams. In response, the BM-SC returns FEC information to be included within the announcement. Such mechanism does not exist in xMB: Raptor10 can be applied to RTP streams, but no FEC information is returned. 
Editor's note:
This gap will be updated according to the outcomes of the SA4 FRASE work item.
A.7.1.6
MCData file distribution

Editor's note:
MCData file distribution over MBMS is not specified yet in stage 3. Usage of download delivery method could be considered for MCData file distribution.
A.7.2
MBMS API

A.7.2.1
Service identity 

MBMS user services are identified by their service id while MC communications over MBMS are identified by the TMGI of the MBMS bearer where they are delivered, the identifier of the media slot within the announced SDP and other information provided within MapGroupToBearer messages.

A.7.2.2
MBMS quality detection

A set of feedbacks related to MBMS reception (suspension notification, bearer quality detection) must be reported to the MC service server. These feedbacks, in stage 3, are reported through SIP. The MBMS bearer quality reception estimation is done even if there no traffic. For MBMS user services, reception report is done over HTTP, and provides list of QoE metrics for RTP or file reception. Both the metrics and the procedure to report are not inline.

A.7.2.3
Header decompression

There is no ROHC for MBMS user services, and consequently no header decompression capacity within the MBMS client. Moreover, the user plane interface of MBMS API is based on the usage of network interface to transfer the streams to the application. Such interface only allows the transfer of UDP flows, and header compressed packets could not be transferred to the MC service client.

A.7.2.4
FEC

FECFRAME/Raptor10 FEC decoding is handled for the MBMS streaming delivery method by the hypothetical FEC decoder, returning a SDP of the decoded stream, and the network interface where such streams are available.

Editor's note:
FEC scheme selection is currently being studied by SA4. Depending on SA4 study outputs, another FEC scheme could be specified for MC services.

A.7.2.5
Announcement

The MBMS user service announcement provides all the necessary metadata (e.g. SDP, reception report/file repair/consumption report parameters, broadcast area and more). It is usually available over MBMS with the SACH (Service Announcement Channel). For MC services, the announcement is provided into SIP and could also be delivered within MBMS. An acknowledgement procedure is defined to inform the MC service server that the announcement has well been received.

A.7.2.6
Location reporting

The location (MBMS SAI or ECGI) may be reported within the reception reports (there is a dedicated metric "network_ressource", allowing to report the cell id), and with the consumption reports. It is reported only when the service is consumed. For MC service, the location is reported within a SIP message and it is decorrelated to consumption of group communications.
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